
情報セキュリティ方針

株式会社justInCaseTechnologies（以下、当社）は、お客様や社会からの信頼に応えるために

は、お預かりした情報の機密性・完全性・可用性を確保することが重要だと認識しています。当社

は、当社の情報資産を、犯罪や攻撃・事故・災害などの脅威から守るために、以下の方針に基づ

き情報セキュリティに取り組みます。

# 情報セキュリティ体制

当社は、組織的・体系的に情報セキュリティを確保するために、情報セキュリティマネジメントを推

進します。

当社は、経営者主導で組織的かつ継続的に情報セキュリティの改善・向上に努めます。

当社の従業員は、情報セキュリティに必要な意識や技能を向上させ、情報セキュリティへの取り

組みに努めます。

情報資産を外部に委託する場合は、当社と同等の情報セキュリティを確保できるよう努め、対策

を講じます。

# 情報セキュリティ対策

当社は、情報セキュリティマネジメントを確立・実施・維持するために、組織的・人的・物理的・技

術的管理策を実施します。

また、定期的に取り組みを見直し、情報セキュリティマネジメントを継続的に改善します。

# 法令および契約の遵守

当社は、情報セキュリティに関する法令や契約上の義務を遵守します。

# 違反および事故への対応

当社は、情報セキュリティに関わる法令や契約の違反および事故が発生した場合は、適切に対

処し、再発防止に努めます。
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